


   

 

 

 
 

 

  

 

 
 

 

 
 

 

Bay Shore Union Free School District 8630 

assessment of the district’s current cybersecurity state, their target future cybersecurity state, 
opportunities for improvement, progress toward the target state, and communication about cyber 
security risk. 

All users of the district’s computer resources must understand that use is a privilege, not a 
right, and that use entails responsibility. Users of the district’s computer network must not expect, 
nor does the district guarantee, privacy for electronic mail (e-mail) or any use of the district’s 
computer network. The district reserves the right to access and view any material stored on district 
equipment or any material used in conjunction with the district’s computer network. 

Management of Computer Records 

The Board recognizes that since district data is managed by computer, it is critical to 
exercise appropriate control over computer records, including financial, personnel and student 
information. The Superintendent, working with the Director of Technology and the district’s 
Assistant Superintendent for Business, shall establish procedures governing management of 
computer records taking into account whether the records are stored onsite on district servers or 
on remote servers in the “cloud”. 

The procedures will address: 

● passwords, 
● system administration, 
● separation of duties, 
● remote access, 
● encryption, 
● user access and permissions appropriate to job titles and duties,  






